
In assessing the risk of injury to a person whose personal information is 
concerned by a confidentiality incident, a public body must consider, in 
particular, the sensitivity of the information concerned, the anticipated 
consequences of its use and the likelihood that such information will be used 
for injurious purposes. 

How We Help:
SyberGRC and iDPS can provide the location of sensitive data across all 
assets that your organization manages.  This bird's eye view of your data 
grants you the power to assess which files pose the highest risk. 
 

National Assembly of Quebec: Law 25 (Bill 64)

Outlined below are some key takeaways from The National Assembly of Quebec's Law 25, 
formerly known as Bill 64; and ways SyberGRC can assist in achieving compliance.

[53. Section 63.10]

The information may be released if the assessment establishes that it would 
receive adequate protection, in particular in light of generally recognized 
principles regarding the protection of personal information. The release of the 
information must be the subject of a written agreement that takes into account, 
in particular, the results of the assessment and...the risks identified in the 
assessment.

How We Help:
iDPS data discovery scans will identify files that already contain permissions 
which will help serve as a layer of protection for data assets being released to 
provinces or locations outside of Quebec.  .

[20. Section 65.1]

The person to whom personal information relates may require any
person carrying on an enterprise to cease disseminating that information or to
de-index any hyperlink attached to his name that provides access to the
information by a technological means, if the dissemination of the information
contravenes the law or a court order.

How We Help:
iDPS scans classify, identify, and locate all sensitive data across your 
business using customized keywords that are critical to your operations and 
industry.  This allows you to pinpoint any personal information requiring 
action or protection required by law.

Anyone who fails to comply with an order of the Commission...In determining 
the penalty, the judge takes into account the following factors, among others 
(2) the sensitivity of the personal information concerned by the offence

How We Help:
iDPS uses proprietary, patented technology to derive the monetary value of 
each static file it identifies.  This analysis can serve as reliable information for 
incident disclosure and assessing sensitivity of the data in question.

A public body that uses de-identified information must take reasonable
measures to limit the risk of someone identifying a natural person using
de-identified information

How We Help:
iDPS provides a comprehensive report of static data your organization is 
looking to protect.  This overview of files and assets will ensure de-identified 
information can be clearly delineated from sensitive data containing PHI and 
PII.

Are You in Compliance?

https://www.sybergrc.com

Contact Us

[27. Section 70.1]

[121. Section 28.1]

[160. Section 91 & 92.3]


